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(2) The claim is being referred solely 
for the purpose of securing a judgment 
against the debtor, which will be filed 
as a lien against the debtor’s property 
pursuant to 28 U.S.C. 3201 and returned 
to DOE for enforcement; or 

(3) The debtor has the clear ability to 
pay the claim and the Government ef-
fectively can enforce payment, with 
due regard for the exemptions avail-
able to the debtor under state and Fed-
eral law and the judicial remedies 
available to the Government. 

(4) DOE will consult with the Finan-
cial Litigation Staff of the Executive 
Office for United States Attorneys in 
the DOJ prior to referring claims val-
ued at less than the minimum amount. 
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GENERAL PROVISIONS 

§ 1016.1 Purpose. 

The regulations in this part establish 
requirements for the safeguarding of 
Secret and Confidential Restricted 
Data received or developed under an 
access permit. This part does not apply 
to Top Secret information since no 
such information may be forwarded to 
an access permittee within the scope of 
this regulation. 

§ 1016.2 Scope. 

The regulations in this part apply to 
all persons who may require access to 
Retricted Data used, processed, stored, 
reproduced, transmitted, or handled in 
connection with an access permit. 

§ 1016.3 Definitions. 

(a) Access authorization or security 
clearance. An administrative deter-
mination by the DOE that an indi-
vidual who is either a DOE employee, 
applicant for employment, consultant, 
assignee, other Federal department or 
agency employee (and other persons 
who may be designated by the Sec-
retary of Energy), or a DOE contractor 
or subcontractor employee and an ac-
cess permittee is eligible for access to 
Restricted Data. Access authorizations 
or security clearances granted by DOE 
are designated as ‘‘Q,’’ ‘‘Q(X),’’ ‘‘L,’’ 
‘‘L(X),’’ ‘‘Top Secret,’’ or ‘‘Secret.’’ For 
the purpose of this chapter only ‘‘Q,’’ 
‘‘Q(X),’’ ‘‘L,’’ and ‘‘L(X)’’ access au-
thorizations or clearances will be de-
fined. 
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